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Abstract of the contribution: This paper proposes updates to solution #25
1 Introduction

Solution 25 assumes that the SNPN provider will only provide emergency services to its users based on the reusing the emergency procedure defined in TS 23.167 [19] clause K.3 for roamers in deployments without IMS-level roaming interfaces.

It is important to note that there is no defined architecture in 3GPP for an IMS network only providing emergency services without providing voice services.  Secondly it is not clear if this solution fulfils all regulatory requirements for providing emergency services (location, call back, etc.. ). Furthermore, there may be attestation needs regarding emergency services that needs to be fulfilled. 
This makes this solution equivalent to a new and incomplete architecture.  
2 Proposal

It is proposed to include the following into TR 23.700-07.
*** Start of changes ***
6.25
Solution #25: Solution for IMS emergency session for SNPN without IMS roaming interface.

6.25.1
Introduction

This is a solution for Key issue #3 "Support of IMS voice and emergency services for SNPN".

Solution is to reuse TS 23.167 [19] Annex K (w/o IMS roaming interface) to support IMS emergency session when normal IMS session between the visited SNPN and Home Service Provider is done using home routed model for addressing KI#1.

6.25.2
Functional Description

Supporting IMS emergency reuses the following procedure defined in TS 23.167 [19] clause K.3 as basis.
Editor's note:
It is FFS how location, call back, and other regulatory related requirements are to be fulfilled, and what that requires from the SNPN, in terms of network deployment and requirements on the UE themselves.
6.25.3
Procedures

The call flow for support of IMS emergency sessions when normal IMS session between the visited SNPN and Home Service Provider is done using home routed model for addressing KI#1.
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Figure 6.25.3-1: IMS Emergency Session Establishment in deployments without IMS roaming interface between Visited Network (SNPN) and local PSAP
1.
UE establishes PDU session (for 5GC) for IMS emergency services.

2.
SUPI and PEI are retrieved from the UE context stored in the AMF; the SUPI may contain an IMSI or a network-specific identifier and the PEI as specified in TS 23.501 [4] clause 5.9.3. The GPSI (if available) is provided by the UDM; the GPSI needs to contain an MSISDN.
Editor's note:
It is FFS how uniqueness of an MSISDN of a SNPN subscriber can be guaranteed, how it can comply to regulatory requirements and how it can be rerouted.

Editor's note:
It is FFS how the uniqueness of an IMSI of a SNPN subscriber can be guaranteed, how it can comply to regulatory requirements and how it can be rerouted.

Editor's note:
It is FFS whether NSI is allowed to be used, subject to service requirements and security assessment.

3.
AMF sends a Nsmf_PDUSession_CreateSMContextRequest towards the SMF/UPF including the SUPI, the PEI and the GPSI (if available) as specified in TS 23.502 [6].

4.
SMF establishes an SM Policy Association with the PCF as described in TS 23.502 [6] and TS 23.503 [14]. The PDU session is identified with UE's IPv4 address or IPv6 prefix. The SUPI, PEI, GPSI (if available) and emergency DNN are passed to the PCF.

5.
PDU Session Establishment procedure (for 5GC) is being completed.

Steps 6-12 apply in case the UE performs IMS Emergency Registration, based on conditions specified in clause 4.1 (in TS 23.167 [19]) e.g. UE is aware that it has sufficient IMS authentication material.
Editor's note:
It is FFS how UE is aware that it has sufficient IMS authentication material when using IMC.
6.
UE initiates IMS emergency registration by sending a SIP REGISTER (UserID-1) message. The UserID-1 parameter is an IMPI and optionally an IMPU.

7a.
Upon reception of the SIP REGISTER message the P-CSCF determines that there is no IMS NNI to the user's H-SNPN. The P-CSCF requests the PCF for 5GS-level identities (e.g. SUPI, PEI, MSISDN). P-CSCF uses the Npcf_PolicyAuthorization service as described in TS 23.502 [6] and TS 23.503 [14].

7b.
PCF performs session binding based on the UE's IP address/prefix (as defined in TS 23.503 [14]). If the Npcf_PolicyAuthorization service is used, the PCF provides SUPI, PEI, and if available GPSI, and the P-CSCF extracts IMSI or network-specific identifier, PEI, and if available MSISDN from those identities.

8.
Based on operator configuration and if the network supports the GIBA procedure over Gm as defined in TS 24.229 [11], the P-CSCF responds with a 420 response with sec-agree value listed in the unsupported header field. Otherwise it rejects the IMS registration request with SIP 403 (Forbidden) as defined in TS 24.229 [19]. If the network supports anonymous IMS emergency sessions, P-CSCF may add an indication whether it supports anonymous IMS emergency sessions to the 403 or 420 response.

Steps 9-12 apply in case the P-CSCF has responded with a 420 response in step 8 and if the UE supports GIBA procedure as part of emergency IMS registration (irrespective of whether indication of anonymous IMS emergency session support was included in step 8).

9.
UE according to TS 24.229 [11], performs a new initial registration by sending a SIP REGISTER (UserID-2, PEI) message and without inclusion of the Authorization header field. UserID-2 is a public user identity derived from SUPI. P-CSCF may verify the SUPI/PEI provided by the PCF in step 7b against the SUPI/PEI derived from the public user identity provided by the UE, prior to accepting the SIP REGISTER message.

10.
P-CSCF accepts the registration with 200 OK and provides a tel-URI based on the MSISDN (if available) received from PCF in step 7b to the UE. From the UE point of view, the procedure is the same as specified for GIBA (GPRS-IMS bundled authentication) procedures in TS 24.229 [11].

11.
UE then attempts an IMS emergency session by sending a SIP INVITE (UserID-3) message. UserID-3 is set to UE's public identity (i.e. MSISDN as Tel-URI received in step 10).

12.
The P-CSCF verifies whether the UserID-3 indicated in the SIP INVITE message complies with the tel-URI that was provided to the UE. If compliant, P-CSCF forwards the SIP INVITE towards the PSAP including a callback parameter (CallBackPar) in the form of TEL-URI derived from the MSISDN received in step 7. The procedure stops here.

Steps 13-15 apply if the UE attempts anonymous IMS emergency session, e.g. the P-CSCF has responded in step 8 with a 403 (Forbidden) response, or the P-CSCF has responded in step 8 with 420 response and the UE does not support GIBA as part of emergency IMS registration, or if the UE skipped IMS emergency registration:

13.
The UE may attempt an unauthenticated IMS emergency session including an "anonymous user" parameter in the SIP INVITE message.

14.
Upon reception of the SIP INVITE the P-CSCF either internally retrieves the one or more 5GS-level identities and the MSISDN (if available) that were received in step 7b, or performs step 7 again.

15.
The P-CSCF forwards the SIP INVITE (UserID-4, CallBackPar) towards the PSAP. UserID-4 is derived from one of the 5GS-level identities received in step 7b. CallBackPar in the form of TEL-URI is derived from the MSISDN received in step 7b. The procedure stops here.

6.25.4
Impacts on services, entities and interfaces

No new signalling procedures needed.

Editor's note:
FFS whether Stage 3 needs to define (as shown in step 9 above), the public user identity derived from SUPI by the UE so that P-CSCF can verify the received SUPI provided by PCF vs. the one received from Gm.

Editor's note:
Further impact, e.g. to UE, IMS nodes and PSAP are FFS.
*** End of changes ***
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